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VA-170822-SAIC-02.3.1.  MSI Services Solution.

Keystone Edge™ (KE) stores data within an Oracle relational database 
accessible via the platform and via web services queries.
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Index Server – MSI Security & Service Desk, Core Infrastructure Demand;  Gen-9  64-bit

136ppotlapp002  2CPU  8-Cores  128GB  D-1100GB

F5 Load 
Balancer

Reverse 
Proxy 
Server

Okta Identity 
Provider (IDP)

Okta Bridge
Active Directory 

(AD) Agent

SMTP 
Servers

Syslog 
Servers

NTP Servers
Time Source Interface

Domain 
Controllers

SNMP 
Servers

Email 
Gateway

Vault Cluster 
Partner

COV AD

ServiceNow Backup
Miami, FL

Oracle Primavera
KE supports Primavera.

VA-170822-SAIC-02.3.1.  MSI Services Solution.

Keystone Edge™ (KE) stores data within an Oracle relational database 
accessible via the platform and via web services queries.
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VA-170822-SAIC-02.3.1.  MSI Services Solution.

Keystone Edge™ (KE) stores data within an Oracle relational database 
accessible via the platform and via web services queries.
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VA-170822-SAIC-02.3.1.  MSI Services Solution.

Keystone Edge™ (KE) stores data within an Oracle relational database 
accessible via the platform and via web services queries.
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